
+ im plem entation of control system s using access badges to 
allow entry  to certa in  company areas; and

+ en tries  in managem ent personnel files showing* in p a r t ic 
ular* salary  deductions.

The July issue of Privacy Laws and Business will have an 
in -d e p th  f e a tu r e  on th e  im p a c t o f d a ta  p ro te c t io n  law s on 
m anagem ent-labor relations*

1G METALL vs GITS ADAM OPEL: ROUND ONE TO THE COMPANY

Although there  a re  more court cases over d a ta  p ro tec tion  
issues in Germany than  in the  re s t of Europe pu t together* las t 
year's cou rt decision in the IG M etall-Adam Qpel case dem onstrates 
the  im pact of d a ta  p ro tec tion  laws on m anagem ent-labor re la tions 
Buropewide*

The case cen ters on union opposition to  Opel's transferring  
i ts  da ta  processing to  a wholly owned subsidiary* E lectronic Data 
Systems (EDS).

In i ts  w ritten  decision* the Hesse s ta te  court in D arm stadt 
explained th a t it  did not find violations of the German Federal 
D ata P ro tection  Law (BDSG) in Opel's turning over the autom aker's- 
d a ta  processing to a new GM subsidiary* EDS. EDS in Germany is a 
wholly owned subsidiary of E lectronic Data Systems of Dallas* 
Texas* which was acquired by GM in 1984. EDS handles personnel da ta  
for Opel as well as functions such as CAD/CAM. In addition to o ther 
laws* Opel based its  case on the fac t th a t the company turned to 
EDS to improve its  d a ta  processing in order to recover from serious 
losses in recen t y ears.

The court's judgm ent covered six main points:

The w orks co u n c il r e ta in s i t s  le g a l r ig h ts . The c o u rt  
r e je c te d  IG M eta ll's  c la im  th a t  in c o n tra c tin g  ou t i t s  d a ta  
processing to  EDS Opel had deprived i ts  works council of i ts  right 
to  see th a t em ployees' personal da ta  was properly p ro tec te d . The 
court explained th a t the company rem ains answerable to the works 
council for the d a ta  because th is responsibility  does not end when 
d a ta  processing is turned over to  a th ird  party  (A rticle 37* 
BDSG). When a firm turns over its  da ta  to a da ta  processing firm* a 
co n trac tu a l relationship  exists betw een the two enterprises* and 
the company (in th is case Qpel) rem ains "responsible for the d a ta ."  
This means th a t Opel's works council may s till exercise i ts  lawful 
au thority  over EDS's processing of em ployees' personal d a ta .

fedividual em ployees retain  their righ ts, hi addition* each 
Opel employee re ta in s  his or her righ t of access and explanation 
concerning his or her personnel file* as provided in the Law on
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th e  C o n s titu tio n  of E n te rp r is e s  (BVG) • This r ig h t is a lso 
guaranteed  by the da ta  p ro tec tion  law when data  is adm inistered by 
a th ird  p a rty .

The data processing firm  is  an authorised party* The court 
ruled th a t EDS could not be considered an unauthorized third party  
whose access to da ta  is prohibited by A rticle 2, Paragraph 2, of 
the da ta  law because EPS's righ t to  the d a ta  is given through its  
m andate from Opel to process the d a ta .

Illegal data exports are a risk but not a danger. Setting up 
an EDS subsidiary in Germany to handle Opel's da ta  turned out to be 
a legally sound move (both are located in Russelsheim, near 
F tankfurt) . The court re jec ted  IG M etall's claim  th a t A rticle 24 on 
transborder d a ta  tran sfe r was v io la ted . There was a "theore tical 
possibility" th a t individual item s of da ta  could be sent outside 
Germ anyf the court sa id . But supervising such incidents is p a rt of 
th e  g e n e ra l q u e s tio n  o f su p e rv is in g  d a ta  s to ra g e )  and th e  
"theore tical possibility" is not an indication of a "concrete 
danger" th a t EDS would send Opel d a ta  illegally  out of the 
country .

Thu data procuring firm  Is qualified for the task . Qpel's 
claim  about EDS's qualifications was not contested  by the union) 
the court no ted , and i t  ruled th a t there  were no grounds for 
m aintaining th a t the auto firm had not exercised appropriate  care  
in se lecting  an outside d a ta  processing firm (A rticle 8 ). For the 
same reason , the court added, there  were no grounds for claiming 
th a t Opel had neglected  i ts  workers' in te res ts  in le ttin g  EDS sto re  
and process company d a ta .

V iolation  o f  c o n stitu tio n a l r ig h ts did n ot occur* IG
M etall's contention th a t turning the d a ta  over to  EDS had violated 
Opel w o rk e rs ' c o n s t i tu t io n a l  r ig h t  to  in fo rm a tio n  a lso  go t 
now here. That could not apply to  a legally made c o n tra c t, the court 
decided.

IG Met a ll has announced th a t it  will appeal against the 
court's decision.

DATA PROTECTION MANAGEMENT CHECKLIST

D ata p ro tec tion  laws give righ ts to  individuals on whom d a ta  
records are  kep t to  gain access to  those records and co rrec t them  
if  they a re  wrong. Companies should now make sure th a t they a re  
prepared for the  tensions th a t could develop when employees read  
m anagers' evaluations of th e ir perform ances.

To help minimize po ten tia l problem s, companies should appoint 
a m anager who is responsible for complying with d a ta  p ro tection  
leg isla tion . He should ensure th a t he knows:
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