
th e  C o n s titu tio n  of E n te rp r is e s  (BVG) • This r ig h t is a lso 
guaranteed  by the da ta  p ro tec tion  law when data  is adm inistered by 
a th ird  p a rty .

The data processing firm  is  an authorised party* The court 
ruled th a t EDS could not be considered an unauthorized third party  
whose access to da ta  is prohibited by A rticle 2, Paragraph 2, of 
the da ta  law because EPS's righ t to  the d a ta  is given through its  
m andate from Opel to process the d a ta .

Illegal data exports are a risk but not a danger. Setting up 
an EDS subsidiary in Germany to handle Opel's da ta  turned out to be 
a legally sound move (both are located in Russelsheim, near 
F tankfurt) . The court re jec ted  IG M etall's claim  th a t A rticle 24 on 
transborder d a ta  tran sfe r was v io la ted . There was a "theore tical 
possibility" th a t individual item s of da ta  could be sent outside 
Germ anyf the court sa id . But supervising such incidents is p a rt of 
th e  g e n e ra l q u e s tio n  o f su p e rv is in g  d a ta  s to ra g e )  and th e  
"theore tical possibility" is not an indication of a "concrete 
danger" th a t EDS would send Opel d a ta  illegally  out of the 
country .

Thu data procuring firm  Is qualified for the task . Qpel's 
claim  about EDS's qualifications was not contested  by the union) 
the court no ted , and i t  ruled th a t there  were no grounds for 
m aintaining th a t the auto firm had not exercised appropriate  care  
in se lecting  an outside d a ta  processing firm (A rticle 8 ). For the 
same reason , the court added, there  were no grounds for claiming 
th a t Opel had neglected  i ts  workers' in te res ts  in le ttin g  EDS sto re  
and process company d a ta .

V iolation  o f  c o n stitu tio n a l r ig h ts did n ot occur* IG
M etall's contention th a t turning the d a ta  over to  EDS had violated 
Opel w o rk e rs ' c o n s t i tu t io n a l  r ig h t  to  in fo rm a tio n  a lso  go t 
now here. That could not apply to  a legally made c o n tra c t, the court 
decided.

IG Met a ll has announced th a t it  will appeal against the 
court's decision.

DATA PROTECTION MANAGEMENT CHECKLIST

D ata p ro tec tion  laws give righ ts to  individuals on whom d a ta  
records are  kep t to  gain access to  those records and co rrec t them  
if  they a re  wrong. Companies should now make sure th a t they a re  
prepared for the  tensions th a t could develop when employees read  
m anagers' evaluations of th e ir perform ances.

To help minimize po ten tia l problem s, companies should appoint 
a m anager who is responsible for complying with d a ta  p ro tection  
leg isla tion . He should ensure th a t he knows:
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+ where the company's nam e-linked files are kept;

+ who manages them and is responsible for train ing s ta f f  on 
d a ta  security  procedures;

+ w hether there  is a companywide policy on how frequently  to 
review records to ensure they are up to d a te ;

+ w hether there  is an agreed maximum period before records 
are  destroyed;

+ w h e th e r n a m e -lin k e d  f i le s  a re  r e g is te r e d  w ith  th e  
appropriate  au tho ritie s in each country where th is is 
necessary;

+ w hether the company's export of d a ta  complies with
national law and has the appropriate national approval;

♦ w hether by complying with US law on m onitoring the
employm ent of m inority ethnic groups the company da ta  
files will conflic t with any European national laws on 
compiling sensitive d a ta  on rac ia l or ethnic groups*

PRIVACY LAWS AND FINANCIAL INFORMATION

The in troduction of d a ta  p ro tec tion  legislation will a ffe c t 
two main a reas of financial inform ation:

+ d a ta  on individuals' bank accoun ts, insurance policies 
e tc  • f

+ d a ta  on individuals' c red it w orthiness.

In the f irs t case* the individual knows th a t he has a bank a c 
count or an insurance policy and which financial in stitu tion  he 
deals w ith . He has a co n trac tu ra l relationship and if  he wishes to 
seek access to his record to exercise his da ta  p ro tec tion  r ig h ts , 
he knows where he must make his req u est.

The second case is quite d ifferen t in d a ta  p ro tec tion  term s 
because in th is instance the individual d a ta  subject does not no r
m ally have a  co n trac tu ra l relationship  with the d a ta  ow ner. The 
c red it inform ation company can co llec t inform ation on an individual 
and supply it  to  a th ird  party  without the d a ta  subject being aware 
of the p rocess. The d a ta  subject may be aware of the d a ta  co llec
tion process only when he seeks and is refused c red it or is granted 
c red it a t unfavorable te rm s.

For th is reason c red it inform ation has been regulated  by sep
a ra te  laws in some coun tries, for exam ple, Sweden and the UK. In
deed in the UK, the Consumer C redit Act of 1974, giving individuals 
a  righ t of access to th e ir c red it inform ation reco rds, was passed a
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