
AN OVERVIEW OF THE BELGIAN DATA-PROTBCTION BILL

The firs t da ta-p rivacy  bill was subm itted to  the Belgian leg ­
isla tu re  in 1976 and was followed by some other d ra f ts , none of 
which reached the leg is la tu re . The curren t bill is based on one 
dated  Nov. 10, 1983, and there  is a reasonable prospect th a t it 
will pass into law in 1987. The only change from the 1983 bill is 
th a t Chapter I of th a t version, which made it an offence to w atch, 
listen  or record a p rivate  conversation , or any o ther type of 
p riva te  com m unication, w ithout perm ission, has now been put into a 
separa te  b ill.

Tim etable

Sponsored by Justice  Minister Jean Gol, the cu rren t d ra ft leg­
islation  was presented  to the leg islatu re 's lower house on Nov. 
10, 1983 and has received deta iled  study by the Council of S ta te . 
Its next s te p , scheduled for the parliam entary  session beginning 
October 1986, will be fu rther scrutiny in the lower house by the 
Justice  C om m ittee, followed by a full debate and then the same p ro ­
cess in the upper cham ber. The bill will then be e ither adopted or 
re tu rned  to the lower cham ber. This process could take several 
m onths, but companies or trade  associations wishing to  influence 
the debate  should con tac t friendly m embers of the leg islatu re  w ith­
out delay . When the bill is passed, th is year or n ex t, i t  is likely 
th a t there  will be an in te rval of two years before it  comes into 
fo rce . Companies will have much to do to prepare them selves before 
th a t happens.

Scope

The bill has been d rafted  to conform with the Council of Eu­
rope Convention, which Belgium signed on May 7, 1982. The new leg­
islation  will give righ ts to physical persons and will cover au to ­
m ated da ta  processing of a  personal ch arac te r in both public and 
p riva te  sec to rs . Autom ated processing is defined in C hapter I of 
the  b ill as wholly or pa rtly  autom ated operations for the reco rd ­
ing , s to rag e , m odification , e rasu re , selection  or transm ission of 
d a ta . Data of a personal ch arac te r is defined as da ta  on an id en ti­
fied or iden tifiab le  physical person.

The bill is based on five cum ulative contro l system s: in ternal 
con tro l; law; a right of da ta  access and correction  by the da ta  
sub ject; supervision by tribunals and appeal courts; and openness 
o f autom ated da ta  processing. A consultative Council for the P ro tec ­
tion of P rivate  Life will have a supervisory role  and investigative 
pow ers. C erta in  categories of sensitive da ta  will e ith e r not be 
perm itted  to be processed or be s tr ic tly  regu la ted .
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Hie M»tn f t p r i r i O M

Hie summary below follows the order of the sta tem en t of p rin ­
ciple of the file  cum ulative control system s drawn from the o ff i­
c ia l memorandum explaining the b ill. But the C hapters in the bill 
are  also indicated to fac ilita te  reference  to the bill's te x t ,  
which is a ttached  to th is report as an appendix.

In ternal con tro l (Chapter IV)

The d a ta  owner will have a duty to :

+ make a  record for each name-linked automated data-process- 
ing operation — the nature  of the d a ta , the purpose of 
the operation , the type of links betw een d ifferen t da ta  
e lem ents, and the persons to whom the da ta  has been tran s­
m itted ;

+ ensure th a t the data-processing operation conform s with 
the declara tion  made to the Ministry of Justice;

+ ensure th a t the inform ation on file  is kept up to date  — 
correcting  or deleting da ta  th a t is in co rre c t, incom plete, 
irre levan t to the purposes of processing, or obtained or 
processed w ithout regard  for the law;

♦ see th a t access to the d a ta  is lim ited to those who need 
i t  for the ir work and th a t they cannot make unauthorised 
m odifications.

D ata sub jects ' righ ts  (Chapter ID

When d a ta  is being co llec ted , the da ta  subject must be in ­
formed a t the same tim e of the following: whether giving the d a ta  
is compulsory or voluntary; the consequences of refusing to give 
e ith e r p a rt or all of the inform ation; the purpose of collecting 
the  d a ta ; and the people or categories of people vrho will be able 
to  obtain the d a ta . However, these requirem ents do not apply to  in ­
dustria l and com m ercial en terprises collecting nam e-linked d a ta  
th a t is not to  be com m unicated to  th ird  p a rtie s . These rules apply 
to  a ll nam e-linked d a ta  collected  in Belgium, even if  the d a ta  
processing takes place outside the coun try . It is also forbidden to  
co llec t d a ta  in Belgium for processing outside the country if  such 
processing would be banned in Belgium because of its  sensitive 
n a tu re •

It is forbidden to process nam e-linked da ta  th a t d irec tly  or 
ind irectly  makes evident an individual's rac ia l or ethnic origin, 
his sexual h ab its , p o litica l, philosophical or religious opinions 
or a c tiv itie s , or membership of a labor union or m utual insurance 
organization . However, such organizations may keep records of the ir 
m em bers.
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In addition , royal decrees will in exceptional c ircum stances 
give de ta ils  of the types of sensitive da ta  th a t may be processed 
and its  uses, if  the da ta  user receives the w ritten  perm ission of 
the individuals a ffe c te d .

Rights of access and correction  (Chapter HI)

The da ta  subject must be told of his righ ts of access and c o r­
rec tio n  to records on h im self. The da ta  subject must prove his 
id en tity , and then the d a ta  must be re leased  in an easily under­
stood fo rm at, indicating to whom it  has been com m unicated in the 
previous 12 m onths. The above inform ation must be supplied to the 
d a ta  subject w ithin 30 days of his making his req u est. The da ta  
owner may charge a fee — a maximum charge will be se t la te r  by 
royal decree — but need not handle an individual's request more 
than  once a y ea r. D ata subjects will not have these righ ts regard ­
ing the files which doc to rs , law yers or ba iliffs hold on them .

Tribunals and courts (Chapter HI)

The d a ta  subject must also be inform ed about his right of r e ­
course to law if  he is d issa tisfied  with the response of the da ta  
owner to his requests . However, he must wait 30 days a fte r  his 
original req u est, as in the case of access and co rrec tion , to give 
the  d a ta  owner a chance to reply before taking his case to the t r i ­
bunal, the firs t- le v e l c o u rt.

The tribuna l, in open c o u rt, has the power to order the da ta  
owner to g ran t access to a d a ta  sub jec t, to  co rrec t d a ta  and to  in ­
form th ird  p a rties  to whom the d a ta  has been com m unicated of the 
co rrec tio n s. When a file  is co rrec ted  in these c ircum stances, the 
application fee is reim bursed. When d a ta  is subject to jud icial 
d ispu te , i t  must be marked as such when being com m unicated to th ird  
p a rtie s .

P enalties (Chapter VH)

Penalties include fines of B fr1,000 to  Bfr500,000 (Bfr43*$l) 
(m ultiplied by 60 because of indexation) and/or th ree  months to  
five years in prison , for a person who:

+ com m unicates nam e-linked d a ta  to a th ird  party  knowing 
th a t i t  was not intended to be com m unicated to  th a t party ; 
and

+ in tentionally  uses the autom ated processing of nam e-linked 
da ta  in a way not conforming with the in ten tion  of th a t 
processing opera tion .

Other penalties include deletion of d a ta , confiscation and de­
struc tion  of tapes and discs, and banning the use of com puters. The 
court can order the responsible person to be banned from managing 
e ith e r d irec tly  or in d irec tly , for two years or m ore, a  nam e-linked
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data-processing  operation . In addition, the court can order the 
publication of a judgm ent in full or in p a rt in the p ress, to be 
paid for by the guilty da ta  ow ner.

Openness of au tom ated d a ta  processing (Chapter V)

Before a da ta  owner begins the processing, modifying or de le ­
tion  of au tom ated nam e-linked d a ta , he must reg is te r with the 
M inistry of Ju s tice . The reg is te r will be open to the public, and 
each processing operation will require a separa te  reg is tra tio n . 
D etails to be reg iste red  will include the following:

+ method of d a ta  collection;

+ data-processing  system ;

+ uses of the d a ta  processing;

+ departm ent (s) responsible;

+ links betw een the d a ta  and the conditions under which it  
would be tran sfe rred  to th ird  parties ;

+ categories of people who have access to  the d a ta ; and

+ the security  system  for p ro tec ting  the d a ta .

If nam e-linked d a ta  is to be exported , or da ta  is processed in 
Belgium a fte r  in itia l processing in another country , the re g is tra ­
tion must include additional de ta ils:

+ the categories of d a ta  to  be exported;

+ for each category  of d a ta , the country of destina tion ; and

+ if  necessary  , the in term ediate  countries through which the 
d a ta  will be tran sm itted .

F arther de ta ils  required for reg is tra tion  include the follow­
ing:

+ nam es and addresses of those reg istering ;

+ name of the data-processing  operation;

+ objectives of the operation;

+ purpose of the nam e-linked d a ta  in re la tion  to the objec­
tive of the data-processing;

■i- categories of people allowed to obtain the d a ta  and the 
conditions under which th is will occur;
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+ the means by which people will be inform ed about d a ta  on 
them  and how they may exercise the ir righ ts of access to 
i t ;  and

+ the period beyond which the d a ta  will no longer be kept* 
used or tran sfe rred  elsewhere*

Companies processing d a ta  only for in te rnal use will be able 
to  subm it a sim plified reg is tra tion  form to the Justice  M inistry. 
Although com m unications betw een head offices and branches will be 
considered in te rn a l, those betw een a holding company and a sub­
sidiary will n o t.

The Council for the  P ro tection  o f P rivate  Life (C hapter 1)

This body will have a general overview of the working of the 
law , such as review of enforcem ent p rocedures, and will make an an ­
nual rep o rt to the leg isla tu re . The council will be consulted by 
the ordinary civil or crim inal tribunals , which will handle legal 
d ispu tes, and so will develop expertise  in th is a re a . However, i t  
probably will not have wide-ranging investigatory  powers like the 
d a ta  au tho ritie s in Sweden, Norway and France.

Exporting nam e-linked d a ta  (Chapter VI)

The law will apply to  transborder d a ta  flows in th a t i t  will 
cover autom ated nam e-linked d a ta  exports as well as nonautom ated 
nam e-linked d a ta  organized with the object of being processed 
abroad . The law also applies to a data-processing operation abroad 
which is d irec tly  accessible in Belgium via a te rm in a l.

A royal decree  will se t general conditions for the export of 
nam e-linked d a ta  and may ban it  if the in te res ts  of the d a ta  sub­
je c ts  would be in fringed, b  add ition , prior approval will be 
needed for the export of nam e-linked d a ta  for each exporting orga­
n iza tion . Penalties for im proper d a ta  exports range from th ree  
m onths to  two years in prison and/or a fine of BfrlOO to  Bfrl00,000 
(m ultiplied by 60 because of indexation).

When Belgium ra tif ie s  the Council of Europe Convention — 
which i t  will do by means of a  separa te  bill a f te r  the leg islature 
approves the d a ta -p ro tec tio n  bill — d a ta  exports to  o ther r a t i fy ­
ing countries will be sim pler.
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