
AN OVERVIEW OF PORTUGAL* DATA PROTECTION BILL 

T im e ta b le

P o rtu g a l m ay pass a d a ta  p ro te c t io n  law in  1987. The 
governm ent tabled a da ta  p ro tec tion  bill in the Portuguese 
leg islative assembly in early 1984. On May 23, 1984, the parliam ent 
approved ra tif ic a tio n  of the Council of Europe Convention and aimed 
to pass the law by July. But debate on the bill was delayed. 
However, the d a ta  p ro tec tion  bill is again ready to  be debated in 
the cu rren t legislative session.

Scope

The bill covers the public and p rivate  se c to rs , na tu ra l p e r
sons and autom ated reco rds. The Justice M inister, Mario Raposo, 
sees the b ill as p a rt of Portugal's strengthening of dem ocratic 
righ ts a t a tim e when the po lice» public adm inistration and major 
companies are  increasingly com puterizing th e ir nam e-linked reco rds.

The bill has been d rafted  to conform with the Council of Eu
rope Convention, which will be ra tif ie d  by the tim e the law is 
passed . The governm ent expects th a t the assembly w ill pass the 
b ill to the Council of M inisters for final approval, which will be 
followed by the President's ra tif ic a tio n .

As th is process could take  several m onths, companies and 
trade  associations wishing to influence the debate should con tac t 
friendly mem bers of the leg islature  w ithout de lay . When the bill 
is passed, i t  is likely th a t there  will be an in te rval of a t least 
six months before i t  comes in to  fo rce . Companies will need this 
period to prepare them selves for im plem enting the law .

The main provisions

The d a ta  p ro tec tion  law will require all organizations with 
autom ated nam e-linked files to  reg is te r them and th e ir purpose with 
a  newly established National Commission for Data P rotection  — NCDP 
— (Comissao Nacional de Proteccao de Dados). Several organiza
tions have been given a  voice on the NCDP. The head of the NCDP 
will be e lected  by a tw o-th irds m ajority  in the assem bly, and the 
o ther six members will be nom inated by the President (tw o), the 
Ministry of Justice  (tw o ), the  superior council of m agistra tes 
(one) and the public council of a tto rneys (one).

As the law's provisions may well require companies to change 
the ir curren t record-keeping p rac tic e s , they should note the fo l
lowing provisions:

D ata collection

There will be a ban on the collection or storing of nam e- 
linked da ta  on individuals' po litica l or philosophical view s, p a r-
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ty ,  labor union or religious a ffilia tio n s . But th is d a ta  may be 
co llec ted  for research  or s ta tis tic s  where individuals are not 
id en tifie d *• and organizations may keep autom ated records on th e ir 
own m em bers.

There will be a ban on the co llection  or storage of o ther sen
sitive  d a ta  such as an individual's race* sexual habits* crim inal 
records* financial situation* except for public services and with 
the authorization of the NCDP. Again, th is da ta  may be collected  
and processed on an anonymous basis for research  and s ta tis t ic a l  
purposes.

Right of access

D ata subjects* people on whom autom ated d a ta  is being co llec 
ted* will have a righ t to know w hether a file  ex ists on them* the 
purpose of the file  before they are reg iste red  on it  and the name 
and address of the d a ta  file  ow ner. They will also have the righ t 
to  gain access to a d a ta  file  on paym ent of a  fee* a righ t of c o r
rec tio n  and a  righ t to have th e ir com plaints resolved w ithin 30 
days by the organization holding the d a ta . If da ta  subjects have 
d ifficu lty  obtaining these rig h ts , they may take  th e ir com plaints 
to  the NCDP.

Role of company d a ta  p ro tec tion  con tro ller

Companies have a  responsibility  under th is bill to  appoint a 
d a ta  p ro tec tion  con tro ller who will take legal responsibility  for 
his company's complying with the law . He will im plem ent company 
policy on:

+ d a ta  collection* purpose* storage time* keeping files up 
to  date*

♦ ensuring th a t they are used only for the purposes reg is
te red  by the company with the NCDP*

+ inform ing d a ta  subjects of the existence of a  file  on 
them* th e ir righ ts of access and co rrec tio n .

Role of the  NCDP

The NCDP will oversee the law* handle complaints* give advice* 
prepare  a code of conduct for da ta  processing and publish an annual 
re p o rt. Specifically* the NCDP will authorize the reg is tra tion  of 
au tom ated  nam e-linked da ta  files in the form of a decree for public 
sec to r files* and in the o ffic ia l g aze tte  for p rivate  sec to r file s . 
This will mean publication of:

+ the name of the organization 's da ta  controller*

+ the way in which the d a ta  will be collected*
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+ its  purpose,

+ its  intended sto rage  tim e ,

+ the means by w^ich a da ta  subject may know about and gain 
access to a f ile , and

+ how pryor* ipgy he co rrec ted .

Thg i^GDP u fll give advice about c rea tin g , changing or storing 
public tg c to r f ile s , fn exceptional eases, the NCDP will authorize 
the linking of separa te  autom ated nam e-lined da ta  f ile s . But pub
l i c 'i ^ p r  m at iop mgy be shared among en titie s  with the sam e purpose, 
although the te rm , "public in form ation ," is lim ited to the d a ta  on
a b |r th c e r t i f ic a te *  * ' -

Sanctions

In cases where organizations are  found to be breaking the law , 
the NCpfc must make the fac ts  public, unci p a y  close down d a ta  p ro 
cessing* operations. Furtherm ore , th e  $CDP must repo rt in fringe
m ents of th e  law to  the  Public A ttorney Ministry and the  co u rts .

Thg. courts rem ain an u ltim ate  recourse when problem s cannot be 
resolved by the NCDP. Sanctions under the law for im proper use of 
nam e“J£nked autom ated d a ta  files range from 30 days to  two years in 
^^so p  aiji^or fines.

d a ta

Tranaborder da ta  flows a^e covered hy th is  bill* th e  Ministry 
o f Justice  says' i t  will fojlqsjr commpn norms established by the 
countries ra tify ing  the Council) of Sinope. C on ten tion . D etailed 
Portuguese procedures have n p t y e t been worked o u t.

Once the d a ta  p ro tec tion  bill he* passed in to  law , companies 
shpujid’ infWxg the NCDI* of new and existing, autom ated nam e-linked 
d a ta  files w ithin 90 days of. the lajw'a o ffic ia l publication , th e  
government. has s<{t i ta c i t  the task  of drawing up deta iled  im ple
m enting regulations w ithin; six months of the law being passed.
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