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standard can be used as a very valuable tool to 
force compliance with data protection principles. 
Environmental standards (in the ISO 14000 series), 
for example, are already used to enforce court 
judgements. I  would like to see privacy and data 
protection authorities in Canada given explicit 
authority to order registration to the standard, and 
thus to relieve them of expensive and 
time-consumer compliance auditing work.

Standard could assure enforcement
On the international level, I would also contend 
that the use of a standard offers the only possible 
way that Article 25 of the Directive can be 
enforced. The scrutiny of contracts provides no 
assurances to European data protection agencies 
that those rules are complied with in the receiving 
jurisdiction. There is no reason why these 
authorities cannot currently use the CSA standard 
in this way. Moreover, organisations in any 
country can adopt the CSA standard. Standards 
registration bodies outside Canada can offer their 
own registration schemes to the CSA model.

Full ISO standard would be better
It would be better for all, of course, if the CSA 
standard could be elevated to the status of a full 
ISO standard. This would provide a truly 
international instrument and would carry far

greater weight and credibility than the current 
Canadian version. The process for the 
development of an ISO standard has begun through 
the international organisation of consumer 
representatives within ISO (COPOLCO). But it 
needs greater impetus. A technical committee 
within ISO needs to be convened to negotiate an 
international standard that is consistent with the 
CSA model, “adequate” to meet the stipulations of 
the EU Directive, and fully certifiaple by national 
standards bodies.

The value of a standards approach
Standards are not sufficient to protect privacy, but 
they will be increasingly necessary in the more 
fluid, decentralised and globalised communications 
environment of the 21st century. C ata protectors 
in all countries should consider the potential value 
of an ISO standard, and place the appropriate 
pressure on ISO and on their own standards 
organisations to take personal data protection as 
seriously as they do “quality management.”
This paper is based on a presentation to the July 
1996 Annual Conference of Privacy Laws & 
Business, St. John’s College, Cambridge, by 
Colin J  Bennett, Associate Professor, 
Department of Political Science, University of 
Victoria, British Columbia, Canada.

Privacy Laws & Business Services
Privacy Laws & Business is an independent organization wholly engaged in providing a 

comprehensive Data Protection Information and Consulting Service.
1. Publishes a newsletter devoted to data protection laws and their impact on business.

2. Organizes conferences and workshops giving you opportunities to meet and put questions 
to Data Protection Authorities.

3. Carries out research and consulting on privacy/data protection laws and policies 
worldwide.

4. Monitors data protection bills, laws, amendments, and implementing regulations.
5. Conducts in-house presentations on data protection trends worldwide and compliance 

audits to help you understand the issues and prevent you operating illegally.
6. Guarantees access to Data Protection Authorities and policy officials through our 

international network to answer your specific questions.
7. Acts as a forum for information exchange in this non-competitive area.
8. Supplies data protection laws and bills and other data protection documentation in the 

original language and/or English where possible.
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