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privacy new s
Australia: Private 
Sector Data Protection 
Legislation in Force
Australia’s private sector data 
protection legislation, the Privacy 
Amendment (Private Sector) Act 2000, 
came into force on December 21st 
2001 (PL&B Feb 01 p. 10, May 01 
p.11, Sep 01 p.6). The Act requires 
organisations covered by it either to 
comply with the National Privacy 
Principles or an approved code that 
provides protection at least equivalent 
to that of the National Privacy 
Principles (p.8). The Act came into 
force on the intended date, despite 
reported attempts by some business 
interests to delay its implementation 
(PL&B Sep 01 p.8).

EU Commission 
Finds Canadian Data 
Protection Adequate
The level of protection granted under 
Canadian law (p.11) to personal data 
from the EU is “adequate”, according 
to a formal Decision adopted by 
the European Commission on 
December 20th 2001.

flows, could be turned into the secret 
computer police for nations ranging 
from France to Bulgaria.”

Biometrics and Security
The New York Times reported on 
December 17th 2001 that the events 
of September 11th have led to a surge 
in requests for biometric products.
The security-oriented core of the 
biometrics industry totalled just under 
$400 million in 2000, but is now 
expected to reach almost $2 billion in 
2005. One biometrics company 
spokesman suggested that September 
11th could speed up the use of 
biometrics by three or four years.
The newspaper reports further that 
biometrics companies are cheered by 
polls showing that Americans would 
be willing to give up some privacy if 
that was the price of better security. 
Still, there was widespread unease 
among Americans about whether the 
information obtained from biometrics 
devices might be abused by govern
ment agencies, employers or business.

Among the uses identified in the 
article for biometric technologies are:
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Council of Europe Cybercime 
Treaty Comes Under Fire
When asked about the year’s most 
important developments in law and 
technology, lawyer Barry Steinhardt 
of the American Civil Liberties Union 
had harsh words for the Council of 
Europe Cybercrime Treaty (PL&B 
May 01 p. 17). He told the New York 
Times that the signing of the Cyber
crime Convention by the US and 
dozens of other nations would force 
the signatory nations (ratification by 
the Senate is necessary in the US) to 
use draconian means to spy on their 
own residents. This is so even when 
the action being “investigated” is 
perfectly legal in the country that is 
required to do the spying. Says 
Steinhardt, “the US, through which 
most of the world’s Internet traffic

• at border crossings, to speed up the 
passage of frequent travellers who 
agree to have their scans on record. 
Initial programmes are already under 
way at Heathrow Airport in London 
and in the Netherlands proving the 
identities of people carrying credit or 
identity cards

• to control access to data networks

• to track when and where the records 
are opened or altered. This will be 
particularly important in light of major 
changes to US healthcare regulations.
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©2002 Privacy Laws & Business 2 JANUARY 2002 PRIVACY LAWS & BUSINESS INTERNATIONAL NEWSLETTER

mailto:eugene@privacylaws.com
mailto:stewart@privacylaws.com
mailto:gill@privacylaws.com
mailto:merrill@privacylaws.com
http://www.privacylaws.com

