
France to clamp down 
on privacy violations
By Judith A Sullivan

AN EW  b i l l  TH AT REVISES the 1978 data protection law 
could give the French data protection authority 
(CNIL) more stringent powers to crack down on 

companies which violate data subjects’ rights.

For the first time in 24 years, France is 
revamping its data privacy laws. Major 
changes include increased power for 
France’s data protection authority 
(C N IL ) to fine violators of the law. 
Conversely, the C N IL loses some of 
its authority to rule on so-called sov
ereign type files (relating to national 
security and defence). The draft law 
has yet to be passed by the Senate, 
which should take it up in the autumn, 
following the presidential elections in 
May and legislative elections in June.

Also incorporated into the text are 
regulations telling companies what to 
do when setting up customer cookies. 
The law, passed with little discussion by 
the House of Deputies on January 30th, 
maintains the spirit of the original 1978 
law, taking into account new techno
logical developments in the intervening 
decades, in addition to the European 
Union’s Data Protection Directive.

According to the French Ministry of

Justice, the law bolsters consumers’ 
rights to access personal information held 
by companies, most notably in situations 
where consumers did not participate in 
the data collection process.

The new law gives the C N IL  the 
authority to levy fines up to 150,000 
euros for an initial violation and
300,000 euros for repeated violations. 
Eight types of files fit under the 
C N IL  regime. Six types do so 
because they are sensitive in that they 
concern religious or political views, 
sexual preference, those containing 
genetic or biometric data, criminal 
records, information on social prob
lems or, a person’s registration for the 
French N IR  database, a social securi
ty number register.

The law makes specific provisions 
for files that belong to artists and 
journalists. Most are exempt from the 
new rules, but all press organisations 
(newspapers, radio and TV stations,

etc.) will have to appoint a seconded 
data protection executive within 
the company to oversee management 
of the files.

The proposed law, Projet de Loi Relatif 
a la Protection des Personnes Physiques 
a l'Egard des Traitements de Donnees 
a Caractere Personnel, is a revision o f  

the 1978 data protection law.

The Ministry o f  Justice’s 
presentation o f  the law (in French) 

www.justice.gouv.fr/actua/loicnil.htm

Judith A Sullivan is Privacy Laws & 
Business’ contributing editor. She can 

be contacted at: 
judith@privacylaws.com

in-house staff training
An essential part of ensuring good compliance is staff training. Privacy Laws & Business has 
years of experience in providing in-house training -  the most effective way to communicate 
the requirements of the new laws to your staff. In-house training is: tailored to exactly meet 
your needs, organised at your required date/location, conducted using plain language, and 

encourages staff to ask questions and relate the law to their particular responsibilities.

Please call Shelley Malhotra at Privacy Laws & Business on +44 (0)20 8423 1300
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