
I n d i a  g i v e s  c o m m i t m e n t  

o n  n e w  p r i v a c y  i n i t i a t i v e

India's government gave a commitment on September 30th last year 
to introduce a data protection initiative for companies outsourcing their 
data processing operations. But which type of proposal is the govern
ment most likely to adopt? Stewart Dresner reports from New Delhi.

Following the parliamentary 
election in April, the new 
government is likely to press 

ahead with data protection proposals 
directed at companies in India, often 
with headquarters in Western Europe 
or North America carrying out busi
ness process outsourcing, such as IT 
contracts and customer call centres.

The Indian government finds 
itself caught between a wish to satisfy 
its largest trading partner, the Euro
pean Union, encouraging a law based 
on the model of 
the E U ’s Data 
Protection 
Directive, and 
US-based compa
nies which would 
prefer a contrac
tual approach and 
see no need for 
legislation.

T h e  EU a p p r o a c h

The E U ’s approach was emphasised 
by the European Commissioner for 
Inform ation Society, Erkki 
Liikanen, at the EuroIndia 2004  
Cooperation Forum on the Infor
mation Society, held in New Delhi, 
M arch 24-26th . Data protection  
and inform ation security issues 
were addressed on the first day and 
Liikanen also discussed data 
protection with Arun Shourie, 
M inister for Disinvestment, 
Communication and IT.

At stake is the ability of the compa
nies carrying out work outsourced to 
them to manage the personal data in 
their care in a way which maintains its 
security, and to respond in a timely 
way to any requests by individuals for 
access to and correction of their 
personal data, or fulfilment of any of 
their other rights.

T h e  US a p p r o a c h

The approach from US industry is 
that there is no need for an Indian 

law because all 
the issues
surrounding the 
processing of 
personal data can 
be handled by 
contracts 
between an 
organisation’s 
US headquarters 
and the data 

processing company based in India. 
For example, the global privacy 
manager for a major US-based IT  
systems company told PL& B Inter
national that a European-style  
privacy law in India would simply 
add to compliance costs and give no 
material benefit to individuals 
which they did not already enjoy as 
a result of contracts which his 
company and others already had in 
place.
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NEWS & ANALYSIS

2 - Comment 

4 - Global News Roundup 

6 - News
Privacy groups attack Google Gmail • US 
study reveals privacy spending trends • 
European Parliament wants more say over 
data transfers • EU issues 2nd warning 
over spam directive

8 - News Analysis
GMAC laptop theft highlights gaps in 
offsite security • ISPs win file-sharing 
privacy case

REGULATION

10-Sweden
New anti-spam rules have outlawed unso
licited marketing to Swedish consumers.

12-Notification
PL&B International looks at plans to simplify 
notification procedures across Europe.

14 -EU privacy study
The European Commission has published 
the results of a major study into business 
and consumer attitudes to data protection 
in Europe.

16-South Africa
As an attractive location for business 
process outsourcing, South Africa is now 
moving closer towards the adoption of 
data protection legislation.

18 - Privacy torts
Privacy torts are increasingly being used in 
high profile media privacy cases, but do 
they also pose a significant threat to 
other commercial businesses?

MANAGEMENT

20 - Interview: Hewlett-Packard
Barbara Lawler, chief privacy officer at 
Hewlett-Packard, on implementing a 
privacy compliance programme.

23 - Customer privacy management
How to implement a compliance 
programme for managing customer 
privacy preferences.

26- Case study: IMS Health
How IMS Health improved data 
protection awareness through e-training.

India wishes to tread 
carefully and not 

introduce any bill which is 
likely to alienate American 

business opinion.


