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n e w  d a t a  p r o t e c t i o n  l a w

With new data protection legislation finally in place, Pascale Gelly 
examines whether France now meets the standards set out by the 
European Union.

After years of rebounds and 
false alerts which kept the 
legal community under 

intense suspense, the French Parlia
ment adopted on July 15 th the new 
version of the 1978 data protection 
law, so-called “Loi Informatique et 
Libertes”. This was not yet the happy 
end of this eight year-long story. As 
soon as it was voted in, the law was 
brought before the Constitutional 
Court for review, showing how 
crucial the debate was for defendants 
of civil liberties. But at last, since 
August 7th 2004,
France can claim to 
have implemented 
the EU  Data 
Protection Directive 
and that overall, it is 
in compliance with 
its Constitution.

As the 1978 law 
had inspired the 
drafters of the EU  
directive, the orig
inal text was not very far from the 
directive’s provisions. Still, important 
modifications had to be made to 
create the higher level of protection 
imposed by the directive. One main 
change brought in by the law lays in 
the scope of powers given to the 
French Data Protection Authority, 
the CN IL, marking a clear intent to 
increase the level of enforcement.

While on the one hand 
attempting to reduce the burden of 
formalities for data controllers, on

the other, the law now imposes prior 
controls for the private sector in 
cases where data processing presents 
specific risks. O ther important 
changes concern the information 
notices provided to individuals and 
the control of data transfers out of 
the European Community.

Lawful data processing
The law brings few changes to the 
directive’s essential principles of fair
ness, purpose limitation, data adequacy, 
data accuracy and storage limitation.

Consent
While the EU  
directive states that 
individuals’ 
consent is one of a 
number of options 
for legitimising 
data processing, the 
French law estab
lishes consent as a 
principle. Along 

the same lines, it establishes a different 
order for what may be exceptions to 
consent, putting the necessity for the 
performance of a contract well under 
the compliance with a legal obligation. 
It is too early to tell whether this 
wording will have any consequence on 
the interpretation of the law. However, 
it is interesting to notice how impor
tant consent is for the legislators in 
Southern Europe, while EU  data
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2 - Editorial

4 - Global News Roundup 

6 - News
Airline cleared over alleged privacy 
breach • Lloyds TSB challenged over data 
transfers • US drugstore chain accused of 
illegal data sharing

9 - Comment & Analysis
India struggles in privacy PR stakes

REGULATION

10- Data transfer contracts
Are the European Commission's model con
tracts practical from a business perspective?

13 - Binding corporate rules
PL&B International looks at how a number 
of Dutch-based companies have drawn 
up binding corporate rules.

14 - E-marketing in the Netherlands
How will new anti-spam regulations 
affect e-marketing in the Netherlands?

16- E-marketing in Germany
A look at e-marketing rules in Germany.

18 - EU enlargement
Ten countries from Central and Eastern 
Europe have joined the European Union, 
signalling major changes to the region's 
data protection landscape.

SECURITY

22- European security regulations
Divergent security rules across the EU are 
making it difficult for businesses to adopt 
a standard compliance strategy.

23 - Italian security rules
Businesses operating in Italy have until 
the end of the year to comply with new 
security regulations.

MANAGEMENT

24- Compliance strategy
Developing a strong management strategy 
can help persuade your company to buy- 
in to privacy protection.

26 - Workplace investigations
Computer forensics experts can help 
ensure that investigations into staff mis
conduct are effective, accurate and legal.
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