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[ FRENCH TEXT – TEXTE FRANÇAIS ] 
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[ SLOVAK TEXT – TEXTE SLOVAQUE ] 
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[TRANSLATION – TRADUCTION] 

AGREEMENT BETWEEN THE GOVERNMENT OF THE SLOVAK RE-
PUBLIC AND THE GOVERNMENT OF THE FRENCH REPUBLIC 
CONCERNING THE EXCHANGE AND MUTUAL PROTECTION OF 
CLASSIFIED INFORMATION 

The Government of the Slovak Republic and the Government of the French Republic, 
hereinafter referred to as “the Parties”, 

Desiring to guarantee the protection of classified information and material exchanged 
between the States of the Parties or between public or private agencies which are subject 
to their respective national legislation and regulations, or jointly produced by them, 

Have agreed as follows: 

Article 1. Definitions  

For the purposes of this Agreement: 
1.1 “Classified information” means information, documents and materials, regard-

less of their form, nature or manner of transmission, whether they exist or are being de-
veloped, which have been assigned a level of classification or protection and which, in the 
interest of national security and pursuant to the national legislation and regulations of the 
States of the Parties, require protection against any unauthorized manipulation or any 
other type of security violation. 

1.2 “Classified contract” means a contract, subcontract or project whose develop-
ment or performance requires access to classified information or the use and production 
of classified information. 

1.3 “Contractor” means any individual or legal entity having the legal capacity to 
negotiate and conclude classified contracts. 

1.4 “Competent security authority” means the national security authority entrusted 
by the State of the Party concerned with the implementation and monitoring of this 
Agreement, in relation to the relevant field. 

1.5 “Originating Party” means the State of the Party, including any legal entity sub-
ject to its jurisdiction by virtue of its national legislation and regulations, which transmits 
classified information. 

1.6 “Recipient Party” means the State of the Party, including any legal entity subject 
to its jurisdiction by virtue of its national legislation and regulations, to which classified 
information is transmitted. 

1.7 “Host Party” means the State of the Party in whose territory a visit takes place. 
1.8 “Need to know” means the need to have access to classified information within 

the framework of a specific official duty and for carrying out a specific task. 
1.9 “Third party” means any international organization or Government of a State 

that is not a Party to this Agreement and any legal entity or national of such a State. 
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Article 2. Scope 

This Agreement constitutes the common security rules applicable to any classified in-
formation exchanged between the States of the Parties, including any legal entity placed 
under their jurisdiction by virtue of their national legislation and regulations, or jointly 
produced by them. 

Article 3. National security authorities 

3.1  The national security authorities are as follows: 
For the Slovak Republic: 
Národny bezpečnostny úrad 
Butadínska 30 
850 07 Bratislava; 
For the French Republic: 
Secrétariat général de la Défense nationale 
51, bd de La Tour-Maubourg 
75700 Paris 07 SP. 
3.2 The Parties shall inform each other through the diplomatic channel, unless dif-

ferent provisions are agreed upon, of the relevant competent security authorities and the 
contact points thereof, and of any related change. 

Article 4. Principles of security 

4.1 In accordance with their respective national legislation and regulations, the 
States of the Parties shall take appropriate measures to ensure the protection of classified 
information transmitted or jointly produced under this Agreement and shall accord to such 
information a level of security classification equivalent to that accorded to information of 
their own that is classified in accordance with the provisions of article 5, paragraph 5.1. 

4.2 Upon receiving classified information, the recipient Party shall affix thereto its 
own national classification in accordance with the equivalent defined in article 5, para-
graph 5.1. 

4.3 Access to classified information shall be restricted to persons with an appropri-
ate level of clearance, whose duties necessitate access to such information, based on the 
need to know. 

4.4 The recipient Party shall neither downgrade nor declassify any transmitted clas-
sified information without the prior written consent of the originating Party. 

4.5 The States of the Parties shall mutually inform each other, without undue delay, 
of any change affecting the protection of classified information exchanged or jointly pro-
duced under this Agreement. 

4.6 Transmitted classified information shall not be used for purposes other than 
those agreed upon between the competent security authorities. 
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Article 5. Security classifications and equivalents 

5.1 The Parties undertake to ensure the protection of classified information that is ex-
changed and adopt the security classification level equivalents defined in the following 
table: 

Slovak Republic French Republic English Translation 
PRÍSNE TAJNÉ TRÈS SECRET 

DÉFENSE 
TOP SECRET 

TAJNÉ SECRET DÉFENSE SECRET 
DÔVERNÉ CONFIDENTIEL 

DÉFENSE 
CONFIDENTIAL 

VYHRADENÉ (See paragraphs 2 and 3 
below) 

 

 
5.2 Information bearing the mark “VYHRADENÉ” that is transmitted by the Slovak 

Republic shall be handled and protected by the French Republic in accordance with its 
national legislation and regulations in force concerning classified information bearing the 
mark “DIFFUSION RESTREINTE” [RESTRICTED DISTRIBUTION]. 

5.3 Information bearing the mark “DIFFUSION RESTREINTE” that is transmitted 
by the French Republic shall be handled and protected by the Slovak Republic in accor-
dance with its national legislation and regulations in force concerning classified informa-
tion bearing the mark “VYHRADENÉ”. 

5.4 In order to maintain comparable security norms, each Party, at the request of the 
other Party, shall furnish all required information concerning the national legislation, 
regulations and security procedures applied in order to guarantee the security of classified 
information. The Parties shall facilitate contact between their respective competent secu-
rity authorities. 

Article 6. Security clearance procedure 

6.1 For access to classified information, the State of each Party shall implement a 
security clearance procedure in accordance with its national legislation and regulations. 

6.2 In the framework of the procedure of security clearance of a national of the State 
of one of the Parties who has stayed or is still staying in the territory of the State of the 
other Party, the competent security authorities shall lend each other mutual assistance in 
accordance with their national legislation and regulations. 

6.3 The competent security authorities shall mutually recognize security clearances 
issued in accordance with their national legislation and regulations to their nationals and 
to their legal entities in connection with access to classified information. 

6.4 The competent security authorities shall keep each other informed of changes 
concerning the security clearances of their nationals or of the legal entities concerned by 
this Agreement, in particular in the case of withdrawal of clearance or lowering of the 
clearance level. 



Volume 2683, I-47642 

 175 

Article 7. Use of classified information 

7.1 Classified information transmitted or jointly produced by the Parties under this 
Agreement may not be downgraded, declassified or transmitted to a third party without 
the prior written consent of the competent security authority of the State of the other 
Party. 

7.2 Prior to transmission to contractors of any classified information received from 
the originating Party, the competent security authorities of the recipient Party shall: 

(a) Ensure that the contractors and their premises are able to protect classified in-
formation appropriately; 

(b) Ensure that the contractor considered and the contractor’s facilities have a secu-
rity clearance of the required level; 

(c) Ensure that persons who have access to the classified information have a security 
clearance of the required level, have a need to know and have been informed of their re-
sponsibilities under the relevant the national legislation and regulations; 

(d) Proceed with security checks in the facilities concerned. 

Article 8. Translation, reproduction and destruction 

8.1 Reproductions and translations of classified information shall be marked and 
protected in the same manner as the originals. 

8.2 Information classified as PRÍSNE TAJNÉ / TRÈS SECRET DÉFENSE [TOP 
SECRET] may not be reproduced. Additional originals may be supplied upon written re-
quest addressed to the competent security authority of the originating Party. Translations 
of information classified as PRÍSNE TAJNÉ / TRÈS SECRET DÉFENSE [TOP SE-
CRET] shall be possible solely on the basis of prior written consent of the originating 
Party. 

8.3 Information classified as PRÍSNE TAJNÉ / TRÈS SECRET DÉFENSE [TOP 
SECRET] may not be destroyed unless the originating Party expressly authorizes such de-
struction. Such information shall be returned to the originating Party in accordance with 
article 9 after being recognized as no longer necessary or upon expiration of its classifica-
tion. 

8.4 Translation and reproduction of information classified as TAJNÉ / SECRET 
DÉFENSE [SECRET] shall be permitted solely on the basis of prior written consent of 
the competent security authority of the originating Party. 

8.5 Classified information shall be destroyed in a manner precluding its full or par-
tial reconstruction. 

Article 9. Transmission of classified information 

9.1 Classified information shall be transmitted through the diplomatic channel unless 
other modalities are agreed upon between the competent security authorities. 
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9.2 Transmission shall meet the following requirements: 
(a) The courier must have security clearance of a level at least equal to that of the 

classified information to be transmitted; 
(b) The courier must be a permanent employee of the originating or recipient or-

ganization or of the administration of either Party and must hold a courier pass issued in 
accordance with the relevant legislation and regulations; 

(c) The originating Party must keep a register of the classified information transmit-
ted and provide an extract thereof to the recipient Party upon request;  

(d) The classified information must be duly packaged and sealed in accordance with 
the national legislation and regulations of the originating Party; 

(e) Receipt of classified information must be confirmed in writing without undue de-
lay. 

9.3 Electronic transmission of classified information shall take place in encrypted 
form only, with use of cryptographic methods and devices approved by the competent se-
curity authorities. 

Article 10. Classified contracts 

10.1  Prior to exchange of classified information, the competent security authority of 
the originating Party shall inform the competent security authority of the recipient Party 
of any classified contract, in accordance with its national legislation and regulations. Such 
notification must indicate the highest classification level of the information involved. 

10.2  The State of a Party which wishes to conclude, or to authorize a contractor sub-
ject to its jurisdiction to conclude, a classified contract with a contractor subject to the ju-
risdiction of the State of the other Party shall ascertain from the appropriate competent 
security authority that the said contractor has clearance at the level required for perform-
ing the classified contract. Failing that, the competent security authority of the recipient 
Party shall begin, at the request of the competent security authority of the other Party, in 
accordance with its national legislation and regulations, the required clearance process. 

10.3  Before any conclusion of a classified contract, the competent security authority 
must have received from its counterpart written assurance that the proposed contractor 
has clearance at the required level and has taken all required security measures to protect 
classified information. Moreover, the competent security authorities are informed without 
undue delay of any refusal to grant clearance. 

10.4  Every classified contract must include a security annex drawn up in accordance 
with annex 1. 

10.5  The competent security authority of the originating Party shall transmit a copy 
of the security annex to the competent security authority of the recipient Party 

10.6  The competent security authorities shall see to it that, in connection with the 
performance of classified contracts, a level of security equivalent to that required for the 
protection of their own classified contracts is applied and maintained. 
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10.7  The consent of the competent security authority is required for the performance 
of any classified subcontracting contract. All subcontractors must fulfil the same security 
obligations as the contractor, in accordance with the provisions of this Agreement. 

Article 11. Visits 

11.1  Visits involving access to classified information under this Agreement shall be 
subject to prior written authorization from the competent security authority of the host 
Party. 

11.2  Such visits by nationals of a third State to facilities located in the territory of the 
State of one Party as may involve access to classified information under this Agreement 
shall be subject to prior written authorization from the competent security authority of the 
State of the other Party. 

11.3  For the visits provided for in paragraphs 11.1 and 11.2 above, every visitor must 
have a security clearance of the appropriate level and a need to know. 

11.4  Requests for visits necessitating access to classified information of PRÍSNE 
TAJNÉ / TRÈS SECRET DÉFENSE [TOP SECRET] level shall be transmitted through 
the diplomatic channel to the competent security authority of the host Party. Requests for 
visits necessitating access to a lower level of classified information shall be handled di-
rectly between the respective competent national authorities. Requests shall be submitted 
at least three (3) weeks beforehand. Requests for visits shall contain the information 
specified in Annex 2. 

11.5  The period of validity of an authorization to visit may not exceed twelve (12) months. If 
it is impossible to carry out a visit within the time limit provided for or if it is necessary to 
extend the period of validity of an authorization, a new authorization to visit may be re-
quested, at least three (3) weeks before the expiration of the current authorization, unless 
competent security authorities establish different provisions by common agreement. 

11.6  All visitors shall respect the security regulations and instructions of the host 
Party. 

Article 12. Multiple visits 

12.1  The Parties may draw up a list of staff authorized to carry out more than one 
visits in relation to an activity in accordance with the modalities agreed upon by the com-
petent security authorities. That list shall be valid for an initial 12-month period which, by 
agreement between the competent security authorities, may be extended for additional pe-
riods not exceeding twelve (12) months. 

12.2 The list referred to in paragraph 12.1 shall be drawn up in conformity with the 
national legislation and regulations of the host Party. Once that list has been approved, the 
modalities of specific visits may be defined directly by the agencies concerned. The visit 
requests must include the information referred to in Annex 2. 
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Article 13. Violation of legislation and regulations  

13.1  Where a violation of national legislation or regulations on the protection of clas-
sified information under this Agreement is presumed or discovered, the competent secu-
rity authority of the State of the other Party shall be notified accordingly in writing with-
out undue delay. 

13.2  Such notification must be sufficiently detailed to enable the originating Party to 
assess the consequences fully. 

13.3  The State of the Party having discovered or suspected the acts referred to in ar-
ticle 13, paragraph 13.1, shall immediately conduct an inquiry in accordance with its na-
tional legislation and regulations. The State of the other Party shall cooperate in the in-
quiry upon request. The competent security authority of the other Party shall be informed 
without undue delay of the findings of the inquiry, the measures decided upon and the 
corrective action taken. 

Article 14. Costs 

Each Party shall bear the costs incurred by it in the framework of the implementation 
of this Agreement. 

Article 15. Settlement of disputes 

15.1  Any dispute concerning the interpretation or application of this Agreement shall 
be settled exclusively through consultations. 

15.2  The Parties undertake to respect their obligations under this Agreement 
throughout the duration of the dispute. 

Article 16. Final provisions 

16.1  On the date of its entry into force, this Agreement shall cancel and replace the 
General Security Agreement between the Government of the Slovak Republic and the 
Government of the French Republic, signed in Paris on 20 March 1997. Once that Gen-
eral Security Agreement ceases to have effect, the classified information exchanged or 
produced under it shall remain classified and be protected under the present Agreement. 

16.2 This Agreement is concluded for an indefinite period and shall enter into force 
on the first day of the second month following the receipt of the last notification by which 
the Parties certify through the diplomatic channel the completion of the legal procedures 
necessary for such entry into force. 

16.3  The competent security authorities shall consult each other as necessary on par-
ticular technical matters connected with the implementation of this Agreement 
and may conclude as necessary any appropriate arrangement or specific protocol related 
to security and supplementing this Agreement. 

16.4  Each Party shall inform the other of any change to its relevant national legisla-
tion or regulations. In such a case, the Parties shall consult each other in order to consider 
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possible amendments to this Agreement. In the meantime, classified information shall 
continue to be protected in accordance with the provisions of this Agreement. 

16.5  This Agreement may be amended by written accord between the two Parties. 
Such amendments shall take effect in accordance with paragraph 16.2, unless different 
provisions are established by mutual agreement. 

16.6  This Agreement may be terminated by mutual consent or unilaterally. Such ter-
mination shall take effect six (6) months after receipt of the relevant written notification. 
The said notification shall not affect the Parties’ rights and obligations regarding classi-
fied information covered by this Agreement. 

IN WITNESS WHEREOF, the representatives of the two Parties, duly authorized to 
that purpose, have signed this Agreement and affixed their seals hereto. 

DONE at Bratislava on 26 January 2010, in duplicate, in the Slovak and French lan-
guages, both texts being equally authentic. 

For the Government of the Slovak Republic: 
FRANTIŠEK BLANÁRIK 

Director of the National security authority 

For the Government of the French Republic: 
HENRY CUNY 

Ambassador of France in Slovakia 
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ANNEX 1 

Any classified contract concluded under this Agreement must include a classification 
guide and information related to security instructions. Such instructions must be in line 
with those issued by the competent security authority of the originating Party. 

The security annex shall cover the following elements: 
(a) Contractor’s commitment to ensuring that the persons who need to have access 

to classified information in the performance of their duties have been granted appropriate 
security clearance; 

(b) Contractor’s commitment to ensuring that all persons who have access to classi-
fied information are informed of their responsibility as regards the protection of the said 
information under the relevant legislation and regulations; 

(c) Designation of the premises where the classified contract must be performed; 
(d) Contractor’s commitment to authorizing security inspections of those premises; 
(e) List of classified information and of the respective clearance levels; 
(f) Procedure for communicating clearance level changes; 
(g) Methods of communication and means of electronic transmission; 
(h) Procedure for transmitting classified information; 
(i) Designation of the competent authorities entrusted with coordinating the protec-

tion of classified information connected with the classified contract; 
(j) Commitment to reporting any actual or presumed infringement of the legislation 

and regulations related to the protection of classified information concerned by the classi-
fied contract. 
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ANNEX 2 

 
Any request for a visit must include the following information: 
(a) Surname, given name, date and place of birth, nationality and passport number 

or identity card number; 
(b) Post and duties of the visitor and name of the organization that he or she repre-

sents or comes under the authority of; 
(c) Confirmation of the visitor’s security clearance level and of its validity; 
(d) Planned date and duration of the visit; 
(e) Purpose of the visit and any necessary information, specifying matters to be 

treated that involve classified information and its level of classification; 
(f) Names of organizations and premises to be visited; 
(g) Surnames and given names of the persons to be in contact with the visitor; 
(h) Date, signature and official stamp of the visitor’s competent security authority. 


